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Overview 

The WorldVue Global Meraki Dashboard is a centralized web application designed to track the 
health and connectivity of Meraki devices across WorldVue global networks. It allows users to 
monitor device statuses, receive alerts, manage user access, and visualize network performance. 

Purpose 

The WorldVue Global Meraki Dashboard is not intended to replace or serve as an alternative to 
the official Meraki Dashboard. Instead, it is designed as a complementary tool tailored for users 
who may not have direct access to the Meraki platform. 

This includes: 

• General Managers (GMs) who want a quick overview of network health across their 
property 

• IT Managers and Maintenance Teams who need centralized status monitoring without 
Meraki access 

• Deployment Partners who need visibility into network readiness during rollout 

• Anyone seeking a quick, consolidated view of device status across multiple regions, 
organizations, and networks 

The dashboard simplifies and centralizes information from Meraki into a clear, accessible, and 
user-friendly interface, making it ideal for monitoring without requiring full administrative 
privileges. 
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1. Getting Started 

• Open a supported browser (Chrome, Firefox, Edge) 

• Navigate to the Dashboard URL provided by your admin 

 

 

 



 

2. User Access Levels 

• ADMIN: Full access to all data and admin features 

• GLOBAL: Full access to all organizations and networks  

• ORG: Limited to selected organizations and networks 

3. Login and MFA 

• Enter your username and password 

• If MFA is enabled: 

o First-time users will be prompted to scan a QR code using an app (e.g., Microsoft 
Authenticator) 

 

o Returning users will be asked to enter the MFA code from their app 

 



 

4. Dashboard Overview 

Homepage – Summary page 

• Select a Region to filter data. Global View is the default view. 

• View summary: 

o Summary of Organizations, Networks, Appliances, Switches and Access Points  

o Online, Offline, Alerting, Dormant Devices 

o WAN Uplink Statuses 

o Network locations with links to Meraki dashboard 

o Third-Party Device Tracking 

- Categorizes external devices like TVs and Connected Room (CR) clients 
- Available from both Summary and Network views 
- Status breakdowns (Online/Offline) and clickable links 

• Device Change History for the past 7 days 

• Version Info 

Network View 

 

 

 



• Click on a network to view detailed device information 

• Status and uptime history 

• Bandwidth and client stats 

• Current active Conferences 

• If floor plans and AP locations are defined in Meraki for the selected network, an AP 
Location button will become available in the header section 

• Network Schematic View 

- Selectable from Network View via Topology button 
- Auto-grouping of MX, Switches, and Aps 
- Stacks expand/collapse with live status indicators 

5. Viewing Devices and Statuses 

• Click on Device Status numbers to see Access Point, Switch, Appliance counts by status. 
Download CSV available. From Network view, counts by status lists, each device is 
accessible for detailed view. 

• View status changes by network, or device type 

• Pagination available for long lists 

6. Alerts and Notifications 

• Email alerts sent to users with alerts_enabled = 'y' 

• Alerts include device name, network, time, region, and status change 

• Alert conditions: 

o Online → Offline 

o Online → Alerting 

o Alerting/Offline → Online 



 

7. Admin Panel 

Accessible to ADMIN users only. 

Features: 

• View and manage all registered users 

• Add/Edit/Delete users 

• Assign organization/network access 

• Enable/Disable MFA and email alerts 

• View any table data in the system 

8. Version Control 

• Admins can post version updates via /version_control 

• Each version contains a tag (e.g., v2.3) and release notes 



• Users can view current and previous versions 

 


